
PROFESSIONAL

A large insurance agency.

804.474.5269

RedSpy365.com

CLIENT

Two phishing campaigns were conducted. After the first (unencrypted) 
campaign, the client’s systems noted that RedSpy365 was able to obtain 
a session, which it quickly blocked. The RedSpy365 platform learned 

and adapted. The second (encrypted) campaign went undetected.

ACTIONS

The client compared RedSpy365’s events log to their SIEM log to 
note discrepancies, then gathered critical remediation insights. 
Upon re-running the second phishing campaign, the client’s 

detection system noted and alerted to the phishing activity. 

RESULTS

The client’s detection systems were now smarter and more capable of alerting 
to intrusion—maximizing the ROI of defensive investments already made.

METRICS

Improving a Client’s Detection Systems

REDSPY365 CASE STUDY:

A client was confident their detection systems would see any RedSpy365 actions.
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