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CLIENT

A high-growth technology company.

SITUATION

During a new client’s initial onboarding, RedSpy*% identified
multiple potential attack paths, then correlated these to tactics,
techniques, and procedures used by active hacker groups.

ACTIONS

Theclient’sanalystusedRedSpy*¢*sdynamictroubleshooting
insights to quickly reconfigure more than ten previously
unnoticed vulnerabilities mapped to critical risks.

RESULTS

As the client’'s network became stronger, RedSpy*** also
continued to learn more about which types of exploits were
most likely to be impactful and took action accordingly.

METRICS

The client’s six-month trends for new vulnerabilities and
significant events (available on the RedSpy**5 30-day summary)
reduced over six months until they were almost unnoticeable.

Spy " 804.474.5269
Py RedSpy3%.com

Rev. 07012021

REDSPY->* CASE STUDY:



